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Abstract: The Internet of Things (IoT) refers to a network of interconnected devices that operate on the internet facilitating seamless 

and efficient data exchange to improve human life. Energy consumption in the IoT network nodes is a major challenge. To overcome 

this challenge, clustering became a powerful data gathering in IoT applications that saves energy by organizing IoT nodes into 

clusters. The Cluster Head (CH) oversees all Cluster Member (CM) nodes in each group allowing for the creation of both intra-

cluster and inter-cluster connections. There are many algorithms to improve the lifespan of the network, increase the number of 

active nodes, and extend the remaining energy time in IoT. These algorithms employ techniques such as clustering and optimization 

to enhance both the energy efficiency and overall performance of the network. In this paper, Low Energy Adaptive Clustering 

Hierarchy (LEACH), Genetic Algorithm (GA), Artificial Fish Swarm Algorithm (AFSA), Energy-Efficient Routing using 

Reinforcement Learning (EER-RL), and Modified Low Energy Adaptive Clustering Hierarchy (MODLEACH) algorithms will be 

studied and MATLAB code will be implemented, tested, and the results will be validated. 
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1. Introduction 

The concept of the Internet of Things concerns a 

system of material objects, such as household appliances, 

vehicles, and other items, that are equipped with sensors, 

software, and network connectivity allowing for their 

integration, communication, and interaction with each 

other. These devices are connected to the internet, so they 

communicate with each other and exchange data. The 

proliferation of mobile devices and internet services has 

enabled the growth of IoT as these devices provide the 

necessary connectivity and processing power to support 

the network of connected devices [1].   

The use of IoT has enabled new applications and 

services, such as smart homes, smart cities, and industrial 

automation. This enables users to access real-time 

information about any device connected to the internet 

increasing productivity and efficiency. For example, IoT-

enabled devices in a manufacturing plant can allow 

operators to monitor equipment remotely and make 

proactive maintenance decisions [2]. IoT enables devices 

to share data, send and receive commands, and interact 

with each other without human intervention [3]. 

IoT allows people and devices to communicate more 

efficiently and interact with the environment [4], so 

humans are free to interact with their surroundings. They 

will control the items around them rather than just 

adapting environmental data [5]. However, because of the 

nature of the network, it confronts several obstacles 

including dependability, redundancy, and a 

heterogeneous network with multiple nodes. These 

difficulties have an influence on the performance of 

routing protocols at the network layer [6]. 

Hierarchical routing is one of the effective solutions 

for extending the life of IoT devices. Nodes in the IoT are 

organized into clusters, and each cluster is headed by a 

leader node known as a CH [7,8]. The CH act as 

intermediaries between the nodes in their cluster and the 

network's main Base Station (BS) reducing the number of 

hops required for communication and conserving energy 

[9,10] . This clustering technique enables network 

scalability, reduces network traffic, and improves 

network performance. As a result, battery life is extended, 

and the overall network lifetime is prolonged [11].  

In a network of clusters, there exist several CM nodes 

that are linked to a singular cluster head node [12]. The 

CM nodes act as regular nodes in the network and 

perform various tasks according to the protocol defined 

for the network. The CH node is responsible for the 

network management and the coordination of the 

activities executed by the CM nodes. The CH node 

generally possesses greater capabilities than those of the 

CM nodes and has additional responsibilities such as 

maintaining the cluster topology and routing data 

between the CM nodes [13]. This routing ensures energy 

exhaustion savings and a large reduction in 

communications between IoT nodes. The data transfer 

and connection into a cluster are the responsibility of the 

CH node depending on dynamic network effects. 

Several algorithms aim to increase the lifespan and 

energy efficiency of IoT networks. This paper aims to 

study and test five of these algorithms, namely: 
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 LEACH Algorithm: The Low Energy Adaptive 

Clustering Hierarchy (LEACH) algorithm is intended 

to reduce the amount of energy consumed in IoT 

networks by using a probabilistic approach to cluster 

formation [14]. 

 Genetic Algorithm (GA): An optimization 

algorithm that emulates the mechanism of natural 

selection and can be used for parameter optimization 

in IoT systems [15]. 

 AFSA Algorithm: The Artificial Fish Swarm 

Algorithm (AFSA) is an optimization algorithm that 

belongs to the metaheuristic category and takes 

inspiration from the collective behavior of fish 

schools. AFSA can be used to optimize system 

parameters, such as sensor placement or task 

scheduling [16]. 

 EER-RL Algorithm: The Energy-Efficient Routing 

using Reinforcement Learning (EER-RL) algorithm 

is a routing algorithm that uses reinforcement 

learning to optimize energy consumption in IoT 

networks [17]. 

 MODLEACH Algorithm: The Modified Low 

Energy Adaptive Clustering Hierarchy 

(MODLEACH) algorithm is a type of algorithm that 

is derived from the LEACH algorithm, which has 

been modified to enhance its overall performance or 

to cater to specific use cases [18]. 

 The rest of this paper is organized as follows: Section 

II includes a literature review of the selected cluster head 

technique algorithms for IoT. The details of the 

algorithms under study are in Section III. Section IV 

presents the performance analysis, MATLAB 

implementation, and the simulation results of the 

algorithms. Section V illustrates the conclusion and future 

work. 

2. Literature review 

In [19], the LEACH algorithm uses processes to 

cluster formation where nodes elect themselves as cluster 

heads with a probability proportional to their residual 

energy. This probabilistic algorithm ensures that the 

distribution of energy load is uniform throughout the 

network, and nodes with greater remaining energy are 

more inclined to function as cluster heads. The LEACH 

algorithm is a simple and effective way to minimize the 

energy usage of the nodes. 

[20] utilize a hybrid that combines the advantages of 

both centralized and distributed nodes to enhance the 

energy efficiency and extend the operational lifespan of 

IoT devices. The IoT-LEACH algorithm also employs a 

distribution in which the IoT devices within a cluster 

communicate with each other directly to save energy. The 

algorithm uses a probabilistic model to choose the cluster 

head by considering the amount of remaining energy of 

the IoT devices. This model ensures that the selection of 

the cluster head occurs in a fair and energy-efficient 

manner. The IoT-LEACH algorithm is designed for 

small-scale IoT networks and may not be suitable for 

large-scale networks. Managing the cluster heads may 

become excessively burdensome if the number of IoT 

devices in the network continues to increase reducing the 

efficiency of the algorithm. 

Also, [21] used genetic algorithms that emerged as 

powerful optimization algorithms that can be applied to 

various parameters in IoT networks. By encoding 

potential solutions as strings of genetic information and 

using selection, crossover, and mutation operators, 

genetic algorithms can efficiently search the solution 

space and find optimal solutions. The genetic algorithm is 

used to optimize the positioning of sensors and minimize 

the total sensor quantity required for full coverage thus 

reducing energy consumption and prolonging the network 

lifetime. 

In [22] describes a clustering for IoT nodes 

localization based on a genetic algorithm. The aim is to 

improve the accuracy of IoT nodes localization by 

clustering the sensor nodes and optimizing the CH 

selection process. The genetic algorithm is used to 

optimize the process of cluster formation and selection of 

cluster heads by factoring the remaining energy levels 

and distance between nodes. The genetic algorithm also 

helps minimize the computation required for localization, 

making it suitable for use in large-scale networks. 

However, there are some limitations. For instance, the 

accuracy of localization is affected by the number and 

distribution of anchor nodes. Additionally, the genetic 

algorithm requires a significant processing power which 

may be a constraint in energy-constrained IoT nodes. 

Furthermore, [23] stated that clustering is important in 

IoT network as it helps in grouping the nodes based on 

their attributes and helps in the efficient management of 

resources. The AFSA algorithm is suitable for tackling 

optimization issues because of its elasticity, error 

tolerance, and fast convergence. Similarly, each node 

adjusts its position to enhance cluster formation. The 

algorithm optimizes the cluster formation process and 

prolongs the network's lifespan to ensure that energy 

usage is distributed evenly across all sensor nodes. 

In [24] uses an Artificial Fish Swarm Algorithm to 

group similar data together in a way that is optimized for 

efficiency. The algorithm works by simulating the 

behavior of fish in groups where each fish represents a 

data point or a centroid in the dataset. The algorithm then 

performs a series of optimization steps to determine the 

optimal clustering configuration. The optimization 

process involves the movement of the fish based on the 

rules of attraction, repulsion, and alignment which closely 

resemble the behavior of fish in a swarm. 

In addition, [25] optimized the amount of energy 

consumed by the nodes present in the network while 

ensuring reliable data transmission. To achieve this 

objective, EER-RL uses a reinforcement learning 

algorithm to learn the optimal routing paths based on the 
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current energy level of the nodes and the amount of 

traffic flowing through the network. Each node in the 

network is assigned an initial value, which represents the 

expected reward for choosing a particular action. Each 

node periodically observes the energy levels of its 

neighbors and the traffic load in the network. Based on 

this information, the node is updated. The EER-RL is 

designed to optimize the energy consumption of the 

nodes while ensuring reliable data transmission. 

In [26], the MODLEACH as a selection criterion for 

the concept of cluster heads has been amended to take 

into account the remaining energy levels of the sensor 

nodes involved. This will guarantee that only sensor 

nodes possessing adequate energy levels are selected to 

serve as cluster heads thereby reducing the likelihood of 

premature node failure due to energy depletion. To 

further minimize energy consumption, the optimal cluster 

head selection process combined with data aggregation. 

The nodes select the cluster heads based on their 

proximity to data sources and their ability to efficiently 

aggregate data received from other nodes in their cluster. 

Finally, [27] used energy efficiency improvement in 

the MODLEACH implementation of sleep-wake 

scheduling for cluster heads. By dynamically alternating 

between sleep and wake states, cluster heads can 

conserve energy while still efficiently managing their 

clusters and transmitting data. These energy efficiency 

improvements in the Mod-Leach can result in a longer 

network lifetime, improved reliability, and increased cost-

effectiveness. 

In this paper, the algorithms (LEACH, GA, AFSA, 

EER-RL, and MODLEACH) were studied and the 

MATLAB code will be implemented, tested, and the 

results will be validated. 

3. Algorithms under Study 

In this section, a brief explanation of each algorithm 

will be provided. 

3.1 LEACH Algorithm 

The LEACH algorithm is routing based on clustering 

which is frequently employed in IoT networks to 

minimize energy usage and extend the longevity of the 

network. The algorithm works by partitioning the 

network into clusters where each cluster is assigned a 

specific CH. The CH is accountable for the collection of 

data from the sensor nodes and delivering it to either the 

base station or the sink node. The LEACH algorithm 

operates in rounds in which every cycle comprises two 

phases: the initial setup phase and the subsequent steady 

state phase. The selection of CHs during the setup phase 

is based on the remaining energy levels of sensor nodes 

and is carried out randomly, and every sensor node 

determines whether to operate as a CH or a member of a 

cluster by utilizing a probabilistic function. This function 

achieves an equitable distribution of CHs throughout the 

network and maintains energy consumption balance 

among the sensor nodes. Figure 1 depicts an overview of 

the LEACH Algorithm. 

In the steady state phase, the CHs gather data from 

their respective cluster members and proceed to transmit 

it to the BS. Furthermore, the CHs alternate among the 

sensor nodes to ensure the equal distribution of energy 

consumption across the network. This process is repeated 

in each round, with new CHs being selected in each 

round to prolong network lifetime.  

To determine CH use in equation (1) [28] for each 

round, the algorithm selects a node and generates a 

random number between 0 and 1. If the generated number 

falls below the threshold level ( ), then the selected 

node assumes the role of the CH. It is worth noting that 

the threshold level is determined by: 

 ( )  
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    (      (
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                                                                                        ( ) 

Here,"  " represents the target percentage of CHs that 

are required."  " denotes the current round, while "   

"represents the subset of nodes that have not acted as CHs 

in the preceding rounds. 

The LEACH algorithm adopts a mechanism based on 

thresholds that reduces energy consumption by 

deactivating the sensor nodes during periods of inactivity. 

To achieve an energy consumption balance across the 

sensor nodes, the threshold value is computed based on 

the distance between the sensor node and the CH. 

 

Fig 1. LEACH Algorithm flow chart [14]. 

3.2 Genetic Algorithm 

The Genetic Algorithm is a type of optimization 

algorithm. The GA algorithm involves creating a 

population of solutions where each solution represents a 

possible configuration of the network. These solutions 
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then go through a process of selection, crossover, and 

mutation which helps to evolve the solutions over much 

iteration. In the context of IoT networks, the GA 

algorithm can be used to optimize various aspects of the 

network such as routing, energy consumption, and node 

placement.  

 

Fig 2. Flow chart of Genetic Algorithm [15]. 

 

The GA algorithm is a powerful optimization 

technique that can be used in IoT networks to solve 

complex problems such as energy-efficient routing, 

resource allocation, and task scheduling. Figure 2 shows a 

general overview of the Genetic Algorithm. Here is a 

detailed explanation of how the GA algorithm works in 

IoT networks: 

- Initialization: The GA algorithm starts by 

generating an initial population of candidate 

solutions. In case of energy efficient routing, the 

population of solutions can be different routing paths 

between the source and destination nodes. 

- Evaluation: Each candidate solution is evaluated 

based on an objective function, such as minimizing 

energy consumption or maximizing network lifetime. 

In case of energy-efficient routing, the objective 

functions to minimize energy consumption while 

ensuring reliable data transmission. 

- Selection: A subset of candidate solutions is selected 

based on their fitness using a selection operator. 

- Crossover: This process involves selecting pairs of 

CHs and generating new offspring solutions by 

utilizing a crossover operator, in the IoT sensor 

nodes. 

- Mutation: The offspring solutions that exhibit the 

highest fitness values are chosen to form the new 

population of CHs for the following iteration. This 

process is repeated until a stopping criterion is met 

such as a maximum number of iterations. 

- Evaluation: The fitness of the new candidate 

solutions is evaluated based on the objective 

function. 

- Replacement: The least fit candidate solutions are 

replaced by the new candidate solutions to form the 

CH. 

- Termination: The process continues until a 

termination condition is met. 

3.3 AFSA algorithm 

The core concept of AFSA is based on functions 

obtained from fish swarm social behavior. Fish can find 

regions with more prey in the undersea realm. The 

individual or group's quest for food by fish results in this 

circumstance. After that, the artificial fish arrive in a 

region with a higher intensity and focus on the victim. 

Figure 3 shows a general overview of the AFSA 

Algorithm. 

 
Fig 3. The AFSA algorithm vision concept [16]. 

 

This algorithm is adaptable in the tracking area and 

does not require knowledge of the goal function's value 

while optimizing in IoT. It also provides excellent 

practical effects and is not overly sensitive. Figure 4 

depicts an overview of AFSA with a detailed description 

of each phase following. 

The first component is searching behavior; the fish are 

free to wander about in the water looking for food. When 

the fish find a large amount of food, they rush to it. To 

compute this behavior, use equation (2) [29]. Where    
denotes central position of AF. 

                                                                         ( )   

Where    denotes the current    state and    at its 

observable distance is chosen randomly. The greater 

          value, the easier it is to detect the    extreme 

global worth. In equation (3) [29], If       is the 

problem's last boundary,    moves forward. Where   
    

is the state of AF at time t. 

  
      

  (
     

 

‖     
 ‖
)                                            ( ) 

The second component is swarming behavior; fish can 

obtain food while moving to survive and escape potential 
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threats. To prevent crowding with other companions, they 

also follow three principles: cohesion, unification, and 

moving in the identical track like other sets by equation 

(4) [30]. 

  
      

  (
     

 

‖     
 ‖
)                                          ( )  

The third component is following behavior. When a 

fish's movement pattern detects more food, the food is 

immediately discovered by the other fish. Xi specifies the 

present situation of AF, and AF locates its surroundings 

for               the investigation of       utilizing  . 

If        and            
  

  
,       has a higher 

nutritional concentration (the cost function has even more 

enormous value) with minimal congestion.  

Equation (5) [16] gives the length of the connecting 

line between nodes p and q. The median for the typical 

count of nodes assigned to each cluster is provided by 

equation (6) [16]. All network nodes should be covered 

by CH nodes, ensuring complete network coverage. 

Where   (   ) denotes the length between nodes   and 

 . 

  (   )  √∑(     )
 

 

   

                                                    ( ) 

  
   

 
                                                                                        ( ) 

Where           the number of clusters,   is the 

total number of IoT nodes and μ is the average number of 

IoT nodes per cluster. 

3.4 EER-RL Algorithm 

EER-RL facilitates the enhancement of routing 

decisions among devices by exchanging local information 

with nearby nodes leading to the optimized selection of 

subsequent hops and minimized energy consumption. The 

transmission of a packet includes information that is 

specific to the local network and is included in the packet 

header which is extracted by any nearby device that can 

overhear it. Utilizing the shared local information that is 

specific to the local network such as the device's ID, 

position coordinates, and residual energy level enables 

the routing table of a device to be updated. This facilitates 

enhanced routing within the network by allowing the 

nodes to adapt to changes in the network environment 

and make more informed routing decisions. EER-RL 

involves three main stages: network setup and election of 

cluster heads, formation of clusters, and transmission of 

data. 

During the first stage of the Network Setup and 

Election of the Cluster Head process, the computation of 

the initial Q-value for devices occurs, utilizing their local 

information during the network setup stage. After 

receiving a message from the base station containing its 

position coordinates, each device saves the base station's 

position and computes its initial Q-value by applying 

equations (7) and (8) [17] and factoring in hop count and 

the initial energy level. Since all devices have different 

energy levels, a threshold distance is defined between the 

BS and CHs to minimize network overhead and assist IoT 

sensors located far away from the BS in discovering a 

suitable CH. To prevent energy waste caused by an 

increase in connection distance, and to ensure that links 

converge towards the BS instead of diverging, it is 

necessary to position CHs away from the network's edge. 
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Where    denotes the distances between the nodes, 

   is the receiver energy,      is the minimum energy, 

     is the maximum energy,   denotes number of 

companions,       denotes the link distance between the 

nodes.  

During the second stage of cluster formation, after the 

election of cluster heads, to inform the devices within its 

transmission range, each Cluster Head (CH) sends an 

invitation message. The message serves to inform the 

devices that the CH has been selected to lead. The 

invitation message sent by each CH includes its ID, 

location coordinates, and initial Q-value. Devices that are 

not CHs and overhear these invitation messages use the 

information to determine which cluster to join, based on 

factors such as distance. They then send a request to the 

designated CH, which includes their local information. If 

a device receives several invitations, particularly when it's 

positioned at the intersection of various clusters, it can 

choose to join the cluster that has the closest channel.  

The model for energy consumption in the third stage 

involves both the sender and receiver utilizing energy 

after a packet transmission. The energy consumption of 

the sender is higher due to it having to amplify the signal 

over a distance and send packets through the network. 

The energy consumption model is used to calculate the 

energy dissipated during the transmission or reception of 

packets and to update the residual energy. Equation (9) 

[17] presents the energy consumption model. 

 

{
   (   )                  

  

   ( )          
                              ( ) 

 

   (   ) and    ( ) denote the energy consumed by 

the receiver and sender respectively.    is the distance 

between the nodes,          energy coefficient,       is 

the initial energy,      is the current energy of each 

node. 
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3.5 MODLEACH Algorithm 

The MODLEACH algorithm is a modified version of 

the popular LEACH algorithm. In the upcoming round, 

there is a cut-off level for the formation of CHs. If the 

current cluster has conserved energy and possesses more 

energy than the specified level, it will persist as a CH for 

the succeeding round. The use of this algorithm results in 

the preservation of energy that would otherwise have 

been expended in packet routing for new CHs and cluster 

establishment. Nevertheless, when the energy level of the 

CH falls below a designated threshold, the algorithm 

initiates the selection of a replacement. In addition to 

constraining energy consumption during cluster 

formation, the algorithm introduces two separate power 

levels to enhance signals depending on the type of 

transmission. In a clustered network, there are commonly 

three types of transmission: Intra-cluster transmission, 

Inter-cluster transmission, and transmission from the CH 

to the BS. 

Intra-cluster transmission refers to all forms of 

communication occurring among members of a cluster. 

Such communication involves member nodes sensing 

data and conveying it to the CH. The exchange of data 

between two CHs is an instance of inter cluster 

transmission, while direct data transmission from a CH to 

the BS falls under the category of CH to BS transmission. 

The energy needed for inter-cluster or CH to BS 

communication cannot be equal to that needed for intra-

cluster communication. Even though the amplification 

energy is currently uniform for all transmissions, 

adopting a lower energy level for intra-cluster 

transmissions instead of CH to BS transmissions can lead 

to noteworthy energy conservation. Additionally, 

incorporating multiple power levels can reduce the rate of 

packet drop. 

MODLEACH utilizes a routing algorithm that 

instructs a node, acting as a CH, to employ high-power 

amplification. Once the node transforms into a cluster 

member in the next round, the routing algorithm switches 

it to low-level power amplification.  

4. Algorithms MATLAB Implementation and 

Simulation Results  

This section presents the results of MATLAB 2015 

implementation for algorithms mentioned above, tests for 

alive nodes in each round and the average energy left in 

the nodes as time progresses, and the results were 

validated. The hardware specifications include the 

operating System - Windows 10, Processor - Intel 64, and 

RAM - 4GB. MATLAB is one of the most widely used 

software packages in the field of IoT and has the 

advantage of using realistic methods in radio propagation 

channel modeling which helps to reduce simulation 

uncertainty. 

4.1 LEACH Algorithm   

LEACH Algorithm implemented using MATLAB and 

the results were validated as mentioned in [14]. In 1400 

rounds, simulation was conducted. The network size 100 

m ×100 m and a BS located in the middle of the grid. The 

network consists of 300 IoT nodes each having initial 

node energy of 2 J. Due to the faster transmission rate of 

IoT nodes, the data size of packet is 2000 bits. Figure 5 

depicts the performance of the LEACH algorithm to 

describe the count of alive node in each round and the 

time until the first node dies. It also shows the first dead 

node after 210 rounds; this refers to the duration from the 

beginning of the simulation until the first node's death. 

Figure 6 depicts the energy left in the nodes on average as 

time progresses. The results show that the LEACH 

algorithm has the least amount of remaining energy after 

600 rounds. 

 

Fig 5. Number of alive nodes per round  
in LEACH Algorithm. 

 

 

Fig 6. Remaining energy for each round  
in LEACH Algorithm. 

4.2 Genetic Algorithm   

Genetic Algorithm was implemented using MATLAB 

and the results were validated as mentioned in [15]. In 

2500 rounds, simulations are conducted. The Network 

size 400 meters and a BS located in the middle of the 

grid. The network consists of 400 IoT nodes each having 

initial node energy of 0.5 J. Due to the faster transmission 

rate of IoT nodes, the packet size is 4 KB. Figure 7 

represents the Genetic Algorithm in which the network 

operational has a maximum capacity of 2000 rounds. The 

genetic algorithm illustrated in Figure 8 displays the 

mean remaining energy. The genetic algorithm has the 

lowest amount of remaining energy after 1800 rounds. 
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Fig 7. Number of alive nodes per round  

in Genetic Algorithm. 

 

Fig 8. Remaining energy for each round  

in Genetic Algorithm. 

4.3 AFSA Algorithm   

AFSA Algorithm was implemented using MATLAB 

and the results were validated as mentioned in [16]. In 

900 rounds, simulations are conducted. The network has a 

circle with a radius of 500 meters and a BS located in the 

middle of the grid. The network consists of 300 IoT 

nodes, each having initial node energy of 0.5 J. Due to the 

faster transmission rate of IoT nodes, the packet size is 

1024 bytes. The performance of the AFSA algorithm is 

demonstrated in figure 9 about the count of live nodes per 

round. The AFSA algorithm allows for the completion of 

up to 400 rounds while maintaining 270 active nodes. 

Figure 10 depicts the mean remaining energy of the 

network. The AFSA algorithm has the lowest amount of 

remaining energy after 710 rounds. 

4.4 EER-RL Algorithm   

EER-RL Algorithm implemented using MATLAB 

and the results were validated as mentioned in [17]. In 

5000 rounds, simulations are conducted. The network 

sensing field size 100 m ×100 m and a BS located in the 

middle of the grid. There are 100 IoT nodes in the 

network, and they all have an initial energy of 1 joule per 

node. Due to the faster transmission rate of IoT nodes, the 

data size is 4000 bits. In terms of the network's lifespan, 

figure 11 displays the performance assessment of the 

EER-RL algorithm. Figure 12 exhibits the energy 

consumption per round. 

 

Fig 9. Number of alive nodes per round  

in AFSA Algorithm. 

 

Fig 10. Remaining energy for each round  

in AFSA Algorithm. 
 

 

Fig 11. Performance evaluation 

in EER-RL Algorithm. 



     Vol.52, No4 October 2023, pp:36-17         Ahmed Gamal Soliman et al   Engineering Research Journal (ERJ) 

 

 
 
70 
 

 

Fig 12. Energy consumption evaluation  

in EER-RL Algorithm. 

 

4.5 MODLEACH Algorithm   

MODLEACH Algorithm was implemented using 

MATLAB and the results were validated as mentioned in 

[18]. In 2500 rounds, simulations are conducted. The 

network sensing field size is 100 m ×100 m and a BS is 

located in the middle of the grid. The network consists of 

100 IoT nodes each having initial node energy of 0.5 J. 

Due to the faster transmission rate of IoT nodes, the data 

size is 4000 bits. The count of inactive nodes in the 

network after 1000 rounds is demonstrated in Figure 13. 

The count of packets transmitted to the BS is depicted in 

Figure 14. Figure 15 shows the quantity of data packets 

transmitted to CH. The graph in Figure 16 displays the 

number of active nodes within the network. It also shows 

the first dead node after 100 rounds; this refers to the 

duration from the beginning of the simulation until the 

first node's death. 

 

 

Fig 13. Dead Nodes per round  
in MODLEACH Algorithm. 

 

Fig 14. Packets to BS per round  
in MODLEACH Algorithm. 

 

Fig 15. Packets to CH per round 

 in MODLEACH Algorithm. 

 

Fig 16. Alive nodes per round  
in MODLEACH Algorithm. 

Conclusions 

IoT refers to a network of physical objects connected 

to the internet enabling them to communicate and share 

information. This paper concerns the most significant 

challenge facing the Internet of Things in terms of energy 

consumption. Clustering is recognized as a solution to 
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reduce energy consumption and increase the network's 

lifespan. In this paper, LEACH, GA, AFSA, EER-RL, 

and MODLEACH Algorithms were studied and Matlab 

code was implemented and tested for alive nodes in each 

round. The algorithms achieve energy saving, network 

lifetime, and throughput. The number of alive nodes per 

round, remaining energy for each round and the results 

were validated to be used for further research on the 

performance evaluation comparison for clustering 

techniques. 
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